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Abstract
This paper proposes a blockwise network autoregressive (BWNAR) model by 
grouping nodes in the network into nonoverlapping blocks to adapt networks with 
blockwise structures. Before modeling, we employ the pseudo likelihood ratio cri-
terion (pseudo-LR) together with the standard spectral clustering approach and a 
binary segmentation method developed by Ma et al. (Journal of Machine Learning 
Research, 22, 1–63, 2021) to estimate the number of blocks and their memberships, 
respectively. Then, we acquire the consistency and asymptotic normality of the esti-
mator of influence parameters by the quasi-maximum likelihood estimation method 
without imposing any distribution assumptions. In addition, a novel likelihood ratio 
test statistic is proposed to verify the heterogeneity of the influencing parameters. 
The performance and usefulness of the model are assessed through simulations and 
an empirical example of the detection of fraud in financial transactions, respectively.
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1 Introduction

The network autoregressive (NAR) model reflects the network interaction effect 
through the dependence between nodes to effectively solve complex network 
problems (see, e.g., Wang et al. 2012; Kass-Hout and Alhinnawi 2013). In recent 
years, due to the diversification of network data, the model has been extended 
by a series of academic researchers for improving its practicability and applica-
bility (see, e.g., Moscone et  al. 2017; Huang et  al. 2020; Zhu et  al. 2020; Zou 
et al. 2021). In addition, an increasing number of fields are using data possessing 
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